Los hackers estan al acecho, tratando de sacar provecho a través de tu WhatsApp y no estadn buscando
charlar contigo, quieren tu dinero y tu informacién personal.

Vamos a ver como operan y qué puedes hacer para protegerte.

La seguridad en linea es un tema de importancia creciente, aunque algo ignorado por el comun de las
personas. Los hackers y ciberdelincuentes buscan aprovechar cualquier oportunidad para obtener acceso
a informacién personal de las victimas. Una de las formas mdés comunes de atacar es el phishing, que es
un ataque por engafio y que busca obtener los datos personales de las victimas con el objetivo de robar su
identidad, sus credenciales o incluso realizar operaciones bancarias.

En esos casos, se trata de un ataque de phishing especifico para obtener el control de una cuenta de
WhatsApp. Los delincuentes buscan aprovechar la confianza de la victima al hacerles creer que es un
mensaje oficial de WhatsApp y que necesitan introducir el cédigo temporal para mantener su cuenta
segura. Sin embargo, este cddigo no es auténtico y puede ser utilizado por estos hackers para obtener
control de la cuenta y comprometer informacién personal o realizar operaciones financieras con tu
nombre.

Imagina esto: recibes un mensaje de texto en tu mévil que parece venir de WhatsApp. Te solicita un
cédigo que acabas de recibir. Si ingenuamente se lo proporcionas, pierdes el control de tu cuenta, y ahi es
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cuando los hackers pueden hacer de las suyas.

Para protegernos de estos ataques, es importante mantener una mente critica y ser capaz de identificar
los pedidos sospechosos que lleguen por correo electrénico, mensajes de texto o llamadas telefénicas,
incluso cuando parecen venir de amigos o familiares. Es también considerable actualizar el app de
WhatsApp y el sistema operativo del teléfono para garantizar que estén protegidos contra las Ultimas
vulnerabilidades y utilizar un antivirus en el dispositivo para detectar cualquier programa malicioso que
pueda haber entrado. Ademas, es recomendable activar la verificacién en dos pasos en la propia app de
WhatsApp para protegernos de posibles intentos de acceso no autorizados a nuestra cuenta.

En general, es importante ser consciente de los riesgos y protegerse de estos ataques a través de las
medidas que antes mencioné.

Es muy importante que seamos prudentes y tomar medidas anticipadas para protegernos en linea.

Por favor, siguenos y danos «me gusta»:

3 Compartir
X' Tuitear
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